
Access Free Cybersecurity 
Training on FedVTE! 

Highlights include: 
Certification prep courses. Prepare and 
train for your next certification with our 
Certified Ethical Hacker, Security+, Certified 
Information Security Manager (CISM), and 
Certified Information Systems Security 
Professional (CISSP) courses. 

Accessibility. FedVTE courses can be 
completed at your own pace, at any time 
using your PC, laptop, or other mobile devices 
(i.e. smartphones, tablets). 

NICE Cybersecurity Workforce Framework. 
All courses are mapped to the NICE 
Framework Categories and Specialty Areas to 
help you identify courses that you need for 
your job or aspiration. 

The Federal Virtual Training 
Environment (FedVTE) provides 
free online cybersecurity training 
to federal, state, local, tribal, and 
territorial government employees, 
federal contractors, US military 
veterans, and the public. 

>To sign up for an account, 
visit fedvte.usalearning.gov 
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Train on FedVTE today ,?, ■. . 
to become a cybersecurity 
professional! 

The National Initiative for Cybersecurity Education 
(NICE) Cybersecurity Workforce Framework (NICE 
Framework), is a nationally focused resource that 
establishes a taxonomy and common lexicon to 
describe cybersecurity work, and workers, 
regardless of where, or for whom, the work is 
performed. Find the NICE Framework here: 
https://niccs.us-cert.gov/workforce-development 
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>To sign up for an account, 
visit fedvte.usalearning.gov 

> Basic: 
• The Election Official as IT Manager 
• Cryptocurrency for Law Enforcement 
• Cyber Supply Chain Risk Management (C-SCRM) 
• Fundamentals of Cyber Risk Management 
• (ISC)2™ Systems Security Certified Practitioner 
• CompTIAA+ Certification Prep 
• CompTIA Network+ Certification Prep 
• 101 Critical Infrastructure Protection 
• 101 Reverse Engineering 
• 101 Coding 

> Intermediate: 
• Cyber Dark Arts 
• Mobile and Device Security 
• Wireless Network Security (WNS) 
• Windows Operating System Security 
• Cloud Computing Security 
• CompTIA Security+ (SY-501) Certification Prep 
• ISACA Certified Information Security Manager (CISM) 

> Advanced: 
• (ISC)2™ Certified Information Systems Security 
Professional (CISSP) Certification Prep 
• (EC-Council) Certified Ethical Hacker Version 10 Prep 
• (ISC)2™ CISSP Concentration: ISSEP (Engineering) 
• (ISC)2™ CISSP Concentration: ISSMP (Management) 
• Mobile Forensics 
• IPv6 Security 
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CISA is responsible for protecting the Nation's critical infrastructure from physical
and cyber threats. This mission requires effective coordination and collaboration
among a broad spectrum of government and private sector organizations. 
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